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Topics

ÅConsumer marketplace update

ÅThe big consumer players ïOIX - and the other big consumer 

players ïFacebook, Twitter

ÅNational Strategy for Trusted Identities in Cyberspace

ÅFederated identity update

ÅInCommon and international federations

ÅNon web apps ïOAuth and Moonshot and ECP

ÅSocial2SAML and other bridges

ÅInCommon update, including certs, silver, NSF, uApprove

ÅCollaboration management platforms and work with VO's

ÅFederated identity and ABAC

ÅImplications for GENI and its projects
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Internet Identity in the last few yearsé

ÅInternet identity has become pervasive, in two flavors

ÅA rapidly growing, but still maturing federated identity 

infrastructure, particularly in the R&E sector globally.

ÅA set of theoretically interoperable social identity providers 

serving large masses of social and low-risk applications

ÅFederated uses vary by country and sector

ÅIn some countries, 100% of citizens, using for government, 

research, educational and other uses

ÅIn the US, R&E and extensive federal/state government use

ÅVerticals (medical, real estate, etc) building federated corporate 

identities
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Social Identity

ÅLarge scale phenomenon beginning around 2007

ÅA number of major players currently sharing a set of non-

interoperable deployments of weak protocols

ÅConvergence beginning around a new, common variant 

(OpenId-Connect) that uses many of the federated 

strategies but adoption is unproven.

ÅIntegration of federated and social approaches emerging, 

including Social2SAML gateways, etc.

ÅEfforts to build a proper marketplace challenged by {Google, 

Yahoo, Paypal, MSN} vs Facebook vs Twitter vsé
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NSTIC
ÅNational Secure Transactions in Cyberspace ïmajor 

White House Initiative on citizen-gov security/privacy

ÅServing the government and anchoring a commercial 

marketplace

Åwww.nist/gov/nstic

ÅThree workshops in progressïon governance, privacy and 

technology

ÅWorks well with SAML and R&E federations

ÅA lot of drivers from the government, but uncertain 

acceptance from the big consumer players

ÅThe Facebook ToS, the limited revenue opportunities

ÅWill this Federal effort finally succeed?

http://www.nist/gov/nstic
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Federated identity is still a work in progress

ÅStill immature

ÅNot all institutions are in a federation

ÅNot all institutions populate all base-level attributes

ÅUser-managed attribute release beginning

ÅStill gaps being worked

ÅNon-web apps just getting addressed

ÅInterfederation

ÅDeveloping the attribute ecosystem 
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SAML federations worldwide - scope
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InCommon today

Å250+universities, 450+total participants, growth still rapid

Å> 10 M users

ÅTraditional uses continue to grow:

ÅOutsourced services, government applications, access to 

software, access to licensed content, etc.

ÅNew uses bloom:

ÅAccess to wikis, shared services, cloud services, calendaring, 

command line apps, UHC, Mayo, etc.

ÅCertificate services bind the InCommon trust policies to new applications, 

including signing, encryption, etc.

ÅFICAM provisionally (privacy to be worked) certified at LOA 1 and 2 

(Bronze and Silver).
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Important New Services

ÅResearch.gov

ÅIncludes NSF Fastlane

ÅElectronic grants administration from NIH

ÅCIlogon (cilogon.org)

ÅMayo Clinic, UHC, National Student Clearinghouse

ÅIEEE, Educause

ÅNBCLearn, Desire2Learn, PeopleAdmin, Qualtrics

ÅUniversityTickets, Students Only Inc, StudentVoice 
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